
 

Issue No. 405 

21st June 2022 

Appointment of a DPO (Schools) 
 

We have appointed an external Data Protection Officer (DPO) to oversee the School’s compliance with 
data protection. Their assistance will help us meet our obligations and they will be the first point of     
contact for any help you require. We wanted to let you know of their contact details should you have 
any data protection questions as well as an overview of their duties and responsibilities.  

 

Contact Details 

You can contact the DPO on the details below: - 

 

DPO: Judicium Consulting Limited 

Address: 72 Cannon Street, London, EC4N 6AE 

Email: dataservices@judicium.com 

Web: www.judiciumeducation.co.uk 

Telephone: 0203 326 9174 

 

Duties and Responsibilities  

Judicium’s role includes the following: - 

 

 Informing and advising the School about obligations to comply with the UK GDPR and other data 
protection laws; 

 To assist in complying with data protection; 

 To advise on all data protection related matters that may come up in the course of your day-to-day 
work; and 

 To act as the main contact point for the Information Commissioner’s Office (ICO) and with other 
individuals. 

 

They will audit the School annually to ensure we meet compliance. 

 

If you have any questions about data protection or freedom of information then please do contact them 
on the details above. If you would like further information on how we use your data please see our     
privacy notice which can be found on the School Website. 

mailto:dataservices@judicium.com








SUMMER PRODUCTION 2022 

SHOW DATES:  

Thursday 14th & Friday 15th July 

7:00 pm 

‘THE SOUND of MUSIC’ is an award-winning show 

Set against the snow-covered Austrian mountains in the 1930's, a young woman named 

Maria is failing miserably in her attempts to become a nun. She is sent out from the     

convent to fill a temporary post as governess in the home of Navy Captain Georg von 

Trapp, a widower with seven difficult and mischievous children. It is a life-changing        

experience for both Maria and the whole of the von Trapp family and, as Nazi Germany 

tightens its grip on free Austria, there is only one way to escape. 

 

Tickets:  Adults £8-00  

Students £5-00 

Will be available via ParentPay from 30th June 





Cyber Security Focus. A Guide to Protecting Your Online Identity 
 

Your online identity is at risk. In a world where we’re all spending more time online, we’re building     

increasingly comprehensive profiles of information on the 

web. 

These days, you can Google almost anyone and find out 

what they look like, where they’re from, what they do for a 

living and more. 

Unfortunately, just like your “offline” identity, your online 

presence is subject to threats. 

The more fraudsters and scammers can find out about you 

online, the more exposed you are to problems like identity 

theft, theft, and more.  

In fact, around half of all fraud incidents in 2019 throughout 

the UK were cyber-related. 

 

What is an Online Identity, and Why is it Important? 
Simply put, your online identity is a series of data points related to who you are and what you do online. 

The information available about you in the digital world can range all the way from photos posted on 

social media, to email addresses, telephone numbers, and even bank details. 

Every time you log onto a website with your email address, share something on Facebook, or fill out a 

form online, you’re submitting information about yourself to the web. This “digital identity” is quickly 

becoming a key target for criminals. 

Learning how to protect your digital identity is important because we’re all spending more time online 

and sharing more information on the web. Younger people (the generations most active online) are   

seeing a rapid increase in the number of attacks they face on the web. In fact, people in their 20s and 

30s are twice as likely than people 40 and over to report losing money online. 

Younger adults who are more likely than other age groups to use mobile apps for payments, transfer 

money online, and manage their finances online are also 77% more likely than older people to lose mon-

ey through email scams. 

General Rules for Online Privacy and Safety 

Protecting yourself from fraud, hackers, and cybercriminals means making your digital identity more 

difficult to access. This can seem like a huge task when you consider how much information most people 

share online every day, but the process can be simpler than it seems. All you need to do is start with 

some basic steps, such as: 

 

https://www.actionfraud.police.uk/a-z-of-fraud/identity-fraud-and-identity-theft
https://www.actionfraud.police.uk/a-z-of-fraud/identity-fraud-and-identity-theft
https://www.ons.gov.uk/peoplepopulationandcommunity/crimeandjustice/articles/natureoffraudandcomputermisuseinenglandandwales/yearendingmarch2019
https://www.ftc.gov/news-events/blogs/data-spotlight/2019/10/not-what-you-think-millennials-fraud
https://www.ftc.gov/news-events/blogs/data-spotlight/2019/10/not-what-you-think-millennials-fraud


 Limiting the information, you share: Avoid sharing more information about yourself online than 

you absolutely need to. You don’t necessarily need to give your real name and address to sign 

up for an email newsletter, for instance. 

 Use stronger passwords: Choose strong, unique passwords to protect yourself against hackers. 

Your passwords should be unique, long, and not something someone can easily 

guess. Diceware is a great tool for generating random passwords if you’re struggling. 

 Never use the same password more than once: If a hacker guesses one of your passwords, and 

you’re using the same details on other applications, they can easily gain access to a wider num-

ber of accounts. Switch up your passwords, and use password managers if you have a hard time 

remembering everything. 

 Use multi-factor authentication: Multi-factor authentication requires you to enter a code sent 

to your email or phone number, or another form of authentication outside of a password to ac-

cess vulnerable accounts. This reduces your risk of security breaches. 

 

Protecting Your Identity on Social Media 
Social media is one of the biggest sources of information hackers can access when collecting data on a 

potential target. These days, virtually anyone can find out a lot about who you are just by checking 

your Facebook or Instagram page. Think carefully about how you share content online. 

Most social media channels will allow you to adjust your privacy settings, so your information is only 

available to people within your social circle. Make the most of this feature to lock strangers out of 

your digital identity. You could also consider using an alias or nickname instead of your real name. 

When you’re finished using social media websites, log out of them or use private/incognito browsing 

to prevent hackers from tracking you around the web. 

When you’re on social media, make sure you never share information like: 

 The name of your first school 

 Your mother’s maiden name 

 Information about when you’ll be in or out of town 

 Location data, like your address 

 Details of expensive new purchases 

 

Staying Secure When Surfing the Web 
When you’re surfing the web, you’re not just browsing online, you’re also leaving a trail of               

information wherever you go. Your browser automatically collects historical information and cookies 

as you surf. A good way to reduce the amount of data collected is to use an incognito or private 

browsing mode. Just remember, incognito mode will only stop browsers from saving information –    

it does not make your browsing anonymous. 

https://diceware.dmuth.org/
https://www.makeuseof.com/tag/9-things-never-share-social-media/#:~:text=Personally%20Identifying%20Information&text=Never%20share%20photos%20of%20your,social%20media%20every%20so%20often.


If you want to browse more anonymously, a VPN can hide your location and stop your internet service 

provider (ISP) from seeing your web activity. However, many VPNs will still store your information, so 

you’ll need to ensure you trust the service. 

When browsing the web, be cautious about the sites you visit. All of the websites you use should be 

protected with HTTPS. 

This means the web pages are encrypted. When using this, ISPs and other third parties can see the web 

addresses you visit but they can’t see what you’re doing, or intercept data. 

Make sure your website addresses begin with ‘HTTPS’. The browser extension: “HTTPS Everywhere” 

can ensure you always use HTTPS when possible. 

Remember, fake websites are common too. While they might look like they belong to a legit company, 

they can steal data like login and payment details. Always double-check you’re using the correct web 

address for any company. Most browsers can tell you if there’s a problem with a site’s security or      

encryption, which is often a clue that the site is not genuine. 

Protecting Your Emails 
Finally, email is another area where your digital identity is at risk. Studies suggest 1 in every 99 emails is 

a phishing attack. 

A good way to protect yourself is to silo your emails. Have one primary account you use for the most 

important things, like connecting with friends and banking. For other services, you can use disposable 

email addresses and secondary emails. 

Not only will a secondary email add an extra layer of protection, but it can help to reduce the amount 

of spam in your inbox too. 

It’s crucial to protect your email address because it’s usually the tool you’ll use to recover access to  

other accounts. Watch out for: 

 Scam emails: Scammers will often send emails that appear as though they’re from legitimate 

companies, like banks, payment services, and delivery companies. These can often contain files 

with viruses, or links to fake websites. 

 Requests for sensitive data: Legitimate companies will never ask for bank details, passwords, or 

other sensitive information over email. 

 Blackmail: Blackmail scams, where people claim to have information about you in order to      

convince you to send them money, are common. 

While the online world can be a dangerous place, it’s important to remember there are plenty of ways 

to protect yourself with the right strategy. Use the steps above to keep your online identity secure. 

Written in collaboration with Rebekah Carter, Contributor at Broadband.co.uk. 
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https://www.varonis.com/blog/browsing-anonymously#:~:text=VPNs%20create%20a%20secure%20connection,address%20and%20masks%20your%20address.
https://www.clearedin.com/blog/phishing-attack-statistics#:~:text=An%20analysis%20of%20more%20than,over%2060%20million%20commercial%20users.
https://www.broadband.co.uk/
https://www.pexels.com/photo/woman-with-red-light-on-face-5473950/
https://www.safeguardingessentials.com/bloggers/30


 

Dear Parents’  

 

Our Online E-safety training course for parents June 2022 is available 

via the link below of via the school website.   

This can be carried out in the comfort of your own home at a time that 

suits you best! There is no time limit once you commence the training 

but please allow yourself twenty minutes to complete this comfortably.   

Don’t forget to enter your name in full at the start as once completed 

you will be able to download your certificate. The most up to date 

training link can always be found here on the school website. 

 

Click here to start your online safety Training for Parents – June 2022 

 

Regards 

Mrs Del Giudice 

Network Manager 

Online safety Training for Parents -  

June 2022  

https://www.woodford.redbridge.sch.uk/page/?title=Online+Safety+Advice+for+Staff%2C+Parents+%26amp%3B+Students&pid=258
https://www.e-safetysupport.com/onlinetraining?course=MepkSqQcvcbq&school=144


  Monday Tuesday Wednesday Thursday Friday 

Lunchtime   

  

  

Junior Choir   

(SF1)   

13:50- 14:35  

  

  

  

Junior Band  

IBO   

(SF1)  

13:50- 14:40  

  

  

Jazz Band  

KHN  

(SF1)  

13:25-14:15  

  

 

 

Senior Choir  

KHA   

(SF1)  

13:25- 14:05  

  

  

Theory  and  

GCSE/A-level 

support    

IBO   

(SF2)  

13:30-14:20  

Orchestra  

IBO  

(SF1)  

13:30-14:20   

After school   

  

  

GCSE/A-level 

support  

IBO    

(SF2)  

15:45-16:30  

  

Brass  

Ensemble   

(SF2)  

15:45-16:15  

  

  

Chamber 

groups   

IBO  

(SF1)   

15:45-16:30  

      

These music sessions will be on weekly, girls should bring their own instrument and 

no registration is required for the sessions. 

 



@wchsukpe 

 Monday Tuesday Wednesday Thursday Friday 

Before 
School 

      

 Miss  
Runacres’ 

Fitness Class 
 

Sports hall / Dance 
Studio 

 
7:45 – 8:15 am 

All Years        
Morning Mile 

JBR – Field 

7:50-8:15 

  
 

Lunch time 
(Times vary) 

KS3 Netball 
shooting 

Katelynn 
(Y12) – Top 

netball courts 

1:30 – 14:00 

  
 

Running Club 

Rachael (Y12) 
Field/sports 

hall 
14:00 – 14:20 

  
 

Year 10 GCSE 
PE Theory 

KRI - SH3 

1.30-2pm 

  
Year 7 & 8 

Cricket 

VJA – Sports 
Hall 

13:30-14:00 

Y7/Y10 Dance 

Anjola (Y12) – 
Dance studio 

(Y10) 13:10–14:40 

(Y7) 13:45–14:15 
 

Year 9 & 10 
Rounders 

KRI/KRU—Field 
13:40-14:20 

  

All Years       
Athletics 

KRI – Field 

13:30-14:10 

  
Y8 Volleyball 

JBR – Field 

13:30 – 14:15 

After school 
Y7 Rounders 

VJA – Field 

15:45 – 16:45 

 

All Years  
Football 

TLE – Field 

15:45 – 16:45 

Year 7 & 8  

Year 8 & 9 Round-
ers 

JBR/KRU – Field 

15:45 – 16:45 

 



All Year groups welcome!  

 

Will vary from: 

 Legs, Bums & Tums class 

 Circuits  

 General fitness  

 Ab attack class  

 Zumba 

 

Thursday mornings  

@7.45-8.15am 

 

Sports hall/Dance studio 

 

(Wear anything sporty & trainers 

Bring a water bottle) 



 

 

Time: 2:00 – 2:20  

Location: Go to the Sports building to meet me and get changed.  

I will register you.  

If it is sunny, we go to the field; if it is wet, we stay indoors.  



 





Dates for the Diary 

 

KEY DATES TO REMEMBER 

20 June—UCAS fortnight begins 
28 June—Year 12 Induction Day 

29 June—INSET Day 
1 July— Year 13 Leavers’ Day 

5 July—Year 7&8 Movie Night (all places now taken) 
6 July—Summer Showcase 

14 & 15 July—Summer Production Show - “The Sound of Music” 
 
 

SUMMER 2022     

Term Tuesday 19 April 2022 Friday 27 May 2022 

Half-term Monday 30 May 2022 Friday 3 June 2022 

Term Monday 6 June 2022 Friday 22 July 2022 

Non-Contact Day Wednesday 29 June 2022   

REMINDER 

Please remind your daughter to bring in her lanyard, locker key and fob to 

school every day. 

 

***LOST PROPERTY*** 
Could you please instruct your daughters to have a look in the 

Lost Property wooden trunk (main reception) for any items 
that they are missing. 

Due to unclaimed items still left and despite our numerous  
requests, by Friday 24th June 2022, all uncollected items will 
be disposed of and also given to charity. 

 

We appreciate your co-operation. 


